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Abstract— In this paper, we study the secure consensus prob-
lem for continuous-time networked multi-agent systems under
malicious attacks. Contrary to previous works, we propose a
new approach based on an iterative learning control (ILC)
strategy to investigate attack tolerant finite-time consensus
problems in directed networks. These results are motivated by
the need to secure multi-agent networks against cyber attackers
that can arbitrarily corrupt and modify the communication
information. By ILC approach of designing the learning gain,
the sufficient conditions to achieve finite-time consensus are
obtained. Simulation results are also given to demonstrate the
effectiveness of theoretical results.

I. INTRODUCTION

Over the past decade, the distributed cooperative control

of multi-agent systems has drawn much research attention

due to its widespread applications in formation control,

distributed sensor network, flocking, distributed computation

and synchronization of coupled chaotic oscillators. Among

various cooperative control tasks, consensus, which requires

all agents agreeing on some quantity of interest by only

communicating with their neighbors, builds the foundation

of others [1]–[4].

An important challenge in multi-agent networks, as in all

large-scale distributed systems, is that they are vulnerable

to cyber-threats through the use of open communication

network environments. The analysis of security of consensus

networks to attacks has received increasing attention in

recent years. For achieving resilient multi-agent network

behavior, [5] firstly proposes a novel intrusion detection

scheme for linear consensus networks with single misbehav-

ing node. Specifically, in [6], a new light-weight approximate

Byzantine consensus in asynchronous networks is proposed.

Furthermore, the algorithm is also valid when a network en-

counters delay over its communication paths. In [7], a secure

consensus tracking problem has been studied for a class of

stochastic linear multi-agent networks under two types of

attacks. The authors study the attacks on the edges instead

of nodes, which lead to some connected and paralyzed

directed switching topologies. Departing from the existing

relevant literature [5]–[8] that make specific assumptions

on the graph topology, the authors in [9] develop a new
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distributed adaptive control architecture that utilizes a local

state emulator for multi-agent networks in the presence of

misbehaving agents. Moreover, secure consensus control for

multi-agent networks with quantized interactions is studied

in [10] and [11].

Iterative learning control (ILC) is known to be effective

in handling a particular class of control processes, where

the operation time in each iteration is finite and fixed, and

the control task is repeated over many iterations. Since

2009, ILC has been extended to the networked control field

[12]. The use of ILC for consensus problems of multi-agent

networks is a relatively new field and has been reported in

a few previous works in the literature [13]–[15]. In [16] and

[17], the finite-time output consensus problem of multi-agent

networks is considered with ILC schemes.

To the best of our knowledge, there are few applications of

ILC scheme to the security of consensus networks. In this

paper, to address all the important and challenging issues

mentioned above, we extend our recent work in [14], [18],

[19] to the directed multi-agent networks with a specific

edge-bound content modification cyber attack. We show that

when the information-exchange network is satisfied with

the given sufficient conditions, an attack tolerant consensus

control strategy combined with ILC scheme can be designed

for each agent to enable him resist malicious attacks and

achieve the desired agreement state over a finite-time interval

[0, T ].

The rest of this paper is organized as follows. In Sec-

tion II, the attack tolerant finite time consensus problem

is formulated and the relevant notations and preliminaries

are presented. Section III presents the convergence analysis

while a simulation example is presented in Section IV to

demonstrate the effectiveness of the results. Finally, Section

V concludes the paper.

II. PROBLEM FORMULATION AND PRELIMINARIES

Consider a group of N identical agents, dynamics of the

ith (i = 1, 2, ..., N ) agent at the kth iterative is described by

ẋk,i(t) = uk,i, i = 1, 2, ..., N (1)

where k = 1, 2, . . . is the iteration index, t ∈ [0, T ], T > 0
represents the operation time in each iteration, xk,i(t) ∈ R

is the state of agent i, and uk,i ∈ R is the control input to

be designed.

The control objective is to design a distributed control

algorithm so that the network can tolerant a specific number

of malicious attacks and reach consensus in a finite-time.
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The information exchange among the N agents will be

represented by a weighted directed graph. The corresponding

concepts and notations are recalled as below.

A weighted directed graph (or digraph) of order N is

defined as G = {VG , EG , AG}, where VG = {1, 2, . . . , N}
is a non-empty set of vertices (or nodes), EG ⊂ V × V is a

set of edges, and AG = [aij ] ∈ R
N×N is called the weighted

adjacency matrix associated with G. For an edge (i, j) ∈ EG ,

i is called the parent node whose messages can flow to node

j. It is defined by aii = 0, aij > 0 if (j, i) ∈ EG and

aij = 0 otherwise. The neighbor set of node i is defined

by Ni = {j ∈ VG |(j, i) ∈ EG}. A directed path from node

i1 to node ip is given by a sequence of ordered edges of

the form (i1, i2), (i2, i3), ..., (ip−1, ip) with (ij−1, ij) ∈ EG ,

∀j ∈ {2, 3, ..., p}. The graph G is said to have a spanning

tree if there is a root node without any parent such that

there exists a direct path from this node to the rest of nodes.

The matrix L � D − A is called the Laplacian matrix of

G, where D = [dii] ∈ R
N×N is a diagonal matrix with

dii
Δ
=

∑
j∈VG aij .

The use of matrix analysis is inspired by the prior work on

consensus under dynamically changing interaction topologies

[20]–[22]. A matrix M is said to be nonnegative if all its

entries are nonnegative. A nonnegative matrix is said to be

row stochastic if all its row sums are 1. A row-stochastic

matrix is called indecomposable and aperiodic (SIA) if

there exists a column vector such that limk→∞Mk = 1cT.∏k
i=1 MiMk−1 · · ·M1 denotes the left product of the matri-

ces Mk,Mk−1, . . . ,M1. If the graph associated with A has

a spanning tree, then the graph associated with B = A+ In
also has a spanning tree.

Lemma 2.1: A stochastic matrix P is called indecompos-
able and aperiodic (SIA) if limn→∞Pn = 1yT.

Lemma 2.2: If the union of a set of directed graphs

{G1,G2, ...,Gm} has a spanning tree, then the matrix product

DmDm−1...D2D1 is SIA, where Di is a stochastic matrix

with positive diagonal entries corresponding to each directed

graph Gi.

Lemma 2.3: [20], [23] Let S = {S1,S2, ...,Sk} be

a finite set of SIA matrices with the property that every

finite product SijSij−1 ...Si1 is SIA. Then, for each infinite

sequence Si1 ,Si2 , ... there exists a column vector y such that

lim
j→∞

SijSij−1 . . .Si1 = 1yT.

Define the maximum and minimum states of all nodes in

the network at the k-th iteration as

Mk(t) = max
i∈VG

xk,i(t), mk(t) = min
i∈VG

xk,i(t). (2)

Let M0 = maxi∈VGxi0 and m0 = mini∈VGxi0 be the

maximum and minimum values of all the normal nodes under

initial condition, respectively.

In this paper, we are interested in the false data injection

attack [24], which means the attacker has the ability of

modifies the information being exchanged in the edge set

Ē at will. Suppose that link (i, j) in the network modifies

the value that agent i receives from agent j at time T

to be x̃j(T ). The goal of the attacker is to inject false

information into the connection edges such that driving the

state of network to an unsafe region. However, limitations

in the resources available to the attacker enable him to only

manipulate at most fa incoming edges of each agent in graph

G.
The main purpose of an attack tolerant consensus networks

is to design a control law so that agents’ states are within

a safe region (initial state region of all agents) all the time

and converge to the same state in a finite time T , i.e.,

xk,i(t) ∈ [m0,M0], t ∈ [0, T ], (3)

lim
k→∞

[xk,i(T )− xk,j(T )] = 0. (4)

To improve the consensus objective (4), a desired consen-

sus problem is further considered for the system (1) such

that

lim
k→∞

xk,i(T ) = xT , (5)

where xT is the desired agreement state in finite time T .
Then, we shall recall some notions of robustness for a

directed network. The following definitions are adopted with

minor changes, from [8].
Definition 2.1: (r-reachable set): Consider a directed

graph G and a node set V . For any non-empty and strict

subset S ⊂ V , we say that S is an r-reachable set if there

exists at least a node i ∈ S such that i has no less than r
neighbors inside V \ S , where r ∈ Z

+.
Definition 2.2: (r-robust graph): Consider a directed

graph G and a node set V . We say that G is an r-robust

graph if for every pair of nonempty subsets of V there exists

at least one subset that is an r-reachable set, where r ∈ Z
+.

By employing the notion of robustness, some properties

of the r-robust graph are recalled below [5], [8].
Lemma 2.4: Consider an r-robust graph G = {V , E}. Let

Ĝ be the graph generated by removing up to s (s < r)

incoming edges of each node of V , then, we say that Ĝ is

an (r − s)-robust graph.
Lemma 2.5: Consider a directed graph G. If G is a 1-

robust graph, then G contains a spanning tree.
Lemma 2.6: For the Laplacian matrix L associated with

G, 0 is one of its eigenvalues, and 1n is the associated

eigenvector. Furthermore, the eigenvalue λ = 0 has algebraic

multiplicity equal to 1 if and only if G has a spanning tree.
Now we present the detailed description of the proposed

control scheme. For the kth iteration, agent i ∈ VG obtains

its neighbors’ state values, and forms a sorted list Li from

the largest to the smallest at time T . Then agent i removes

precisely the largest fa values the smallest fa values in the

sorted list.
Then we design the following iterative learning consensus

protocol for each agent i:

ui,k+1 = ui,k + γi

{ ∑
j∈Ni

aijφij,k[xk,j(T )− xk,i(T )

+ ωi[xT − xk,i(T )]
}
,

(6)

where aij ∈ R is the weight of edge (j, i), γi > 0 is a

learning gain to be designed, and φij,k are filter functions
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which equal one if the value of agent j is kept by agent

i at the k-th iteration and zero otherwise. ωi indicates the

accessibility of xT by agent i, if xT is accessible by agent

i, then ωi > 0, otherwise ωi = 0.

From (1), it can equivalently obtain that xk,i(t) =
xk,i(0) + tuk,i. Since the initial reset condition holds, i.e.,

xk,i(0) = xi0, ∀k ∈ Z
+, the state of normal agent i at the

terminal time T satisfies

xk+1,i(T ) = xk,i(T ) + [xk+1,i(T )− xk,i(T )]
= xk,i(T ) + [xk+1,i(0)− xk,i(0)]

+T (uk+1,i − uk,i)
= xk,i(T ) + T (uk+1,i − uk,i).

(7)

In view of (6), an immediate consequence of (7) is that

xk+1,i(T ) = xk,i(T ) + Tγi
n∑

j=1

φi,j(T )

×ai,j [xk,j(T )− xk,i(T )]
(8)

which can be rewritten in a compact form of

xk+1(T ) = (I − TΓLk)xk(T ), (9)

where Γ = diag{γ1, γ2, ..., γn}.

III. MAIN RESULTS

In this section, we shall present the main results. While

some useful lemmas as follows are listed before giving the

main results.

Lemma 3.1: [25] If the union of a set of directed graphs

{Gi1
,Gi2 , ...,Gim} ⊂ Ḡ has a spanning tree, then the matrix

product Dim ...Di2Di1 is SIA, where Dij is a stochastic

matrix corresponding to each directed graph G.

Lemma 3.2: [23] Let L1, L2, ..., Lk be a finite set of

SIA matrices with the property that for each sequence

Lij , Lij−1 , ..., Li1 is SIA. Then, for each in-finit sequence

Li1 , Li2 ,... there exists a column vector y such that

lim
j→∞

LijLij−1 · · ·Li1 = 1yT

In this paper, we make the following assumptions on the

agent dynamics and the information-exchange graph.

Assumption 3.1: Root agent in a spanning tree can access

the information xT at each iteration.

Now we are in the position to provide the main results.

Theorem 3.1: For multi-agent systems (1) with protocol

(6), let the positive learning gain satisfy

Tγi

⎛
⎝∑

j∈Ni

aij + ωi

⎞
⎠ < 1, (10)

If G is a (2fa + 1)-robust graph, then the secure finite-time

consensus can be achieved as k → ∞.

Proof: The proof consists of the following two steps:

1) We will first prove the safety condition (3), and 2) then

prove the consensus condition (4).

Proof of 1): According to the definition of Mk(t) and

mk(t) in (2), it following from (8) that ∀i ∈ VG :

xk+1,i(t) = xk,i(t) + tγi
n∑

j=1

φij,k(t)aij [xk,j(t)− xk,i(t)]

≤ xk,i(t) + tγi
n∑

j=1

φij,k(t)aij [Mk(t)− xk,i(t)]

= αMk(t) + (1− α)xk,i(t)
≤ Mk(t),

(11)

which implies that Mk+1(t) ≤ Mk(t). Here α =
tγi

∑n
j=1 φij,k(t)aij < 1. Similarly, we can get mk+1(t) ≥

mk(t), which guarantees the safety condition (3).

Proof of 2): Since the initial network is (2fa + 1)-robust,

after removing up to 2f incoming edges for each normal

node, the network is still 1-robust from Lemma 2.4. Then

by Lemma 2.5, it is easy to know that the graph G must

contain a spanning tree. The notation Ak and Lk denotes

the adjacency matrix and Laplacian matrix at kth iteration,

respectively. Due to Lk = Δ−Ak, we have I−TΓLk = (I−
TΓΔ)+TΓAk. Clearly, I−TΓΔ is a diagonal matrix, and its

diagonal elements are 1−Tγidi = 1−Tγi
∑n

j=1 φij,k(T )aij
which can be guaranteed to be positive under the condition

(10). Hence, I−TΓΔ ≥ 0 is a non-negative matrix. Accord-

ing to [26], it can be shown that TΓAk ≥ 0 is a non-negative

matrix, based on T > 0, Γ ≥ 0 and A ≥ 0. Consequently,

we can obtain that I−TΓLk = (I−TΓΔ)+TΓAk ≥ 0 is a

non-negative matrix. From Lemma 2.6, it is obvious that the

Laplacian matrix Lk satisfies Lk1n = 0. This implies that

(I − TΓLk)1n = 1n. Thus, I − TΓLk is a stochastic matrix

associated with the graph G.

According to [5], we know that the eigenvalue λ = 1 of the

stochastic matrix I − TΓLk has algebraic multiplicity equal

to 1 since G has a spanning tree. Thanks to Tγiaii = 0, ∀i ∈
VG , which implies that the diagonal elements of I − TΓLk

are the same as those of I − TΓΔ, which are guaranteed

to be positive under the condition (10). According to [5], it

is known that if the eigenvalue λ of the stochastic matrix

I − TΓLk is not equal to 1, its modulus is less than 1, i.e.,

|λ| < 1. From Lemma 3.1 and Lemma 3.2, it follows that

{I − TΓLk} is a SIA matrix set satisfying

lim
k→∞

(I − TΓLk) · · · (I − TΓL2)(I − TΓL1) = 1yT. (12)

By substituting (12) into (9), the consensus state xC can be

written in xC = yTx0(T ). That is, the consensus objective

(4) can be derived.

IV. SIMULATION

In this section, an example is provided to validate our

theoretical results. Let us consider a directed interaction

graph with 6 nodes as shown in Fig. 1. The initial conditions

of xi, i = 1, 2, ..., 6 are selected as x1(0) = 15, x2(0) = 9,

x3(0) = 10, x4(0) = 7, x5(0) = 5, x6(0) = 8, and

the weighted adjacency vector Ω to indicate accessibility of

the desired state information generating by a virtual agent

labeled 0 is given by Ω = [1, 1, 0, 0, 0, 0]
T

. In addition,

the attacker’ false information is set to be 20, which is out
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of the safe initial state region. Here, the desired terminal

state value of all agents is given by xT = 9, while

ensuring that the secure requirement (3) is not violated.

We just choose the initial protocol u0,i = 0. In view of

(10), we select the nonzero learning gains such that Γ =
diag{0.02, 0.03, 0.02, 0.01, 0.02, 0.01}.

1 2

45

6 3

Attacker

0

Fig. 1. Topological structure of the multi-agent network

To illustrate our Theorem, let the communication network

satisfy a 3-robust graph described in Fig. 1 and the adjacency

matrix be

AG =
1

10

⎡
⎢⎢⎢⎢⎢⎢⎣

0 0 3 4 3 0
3 0 2 0 4 1
2 2 0 4 2 0
5 1 2 0 2 0
1 1 4 4 0 0
5 3 0 0 2 0

⎤
⎥⎥⎥⎥⎥⎥⎦
. (13)

Through observations, it is easy to check that the network

topology in Fig. 1 satisfies a 3-robust graph. With the proper

values of Γ and Ω selected above, we known that the

condition (10) in Theorem 3.1 can be satisfied. From Fig.

2. we see that all agents can achieve a consensus at the

desired terminal state xT after an iterative learning process.

Although the attackers try to drive the nodes to a value of

20, which is outside of their initial safe interval [5, 15], the

attackers are unable to achieve its goal whenever protocol

(6) is applied.
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Fig. 2. State trajectories of xi(T ), i = 1, 2, ..., 6 under protocol (XX).

V. CONCLUSIONS

In this paper, we study the secure aspect of the consensus

algorithm, which is a fundamental building block for the

distributed systems. We propose a novel attack tolerance

consensus algorithm in directed graph, and prove the suf-

ficient condition for the graphs to be able to solve the

finite-time consensus in the presence of edge-bound content

modification attacks. One direction of the future work is to

weaken the assumption on the graph topologies by exploring

the use of two-hop or multi-hop neighboring information in

the network.

REFERENCES

[1] J. M. Hendrickx, G. Shi, and K. H. Johansson, “Finite-time consensus
using stochastic matrices with positive diagonals,” IEEE Transactions
on Automatic Control, vol. 60, no. 4, pp. 1070–1073, 2015.

[2] S. Liu, L. Xie, and D. E. Quevedo, “Event-triggered quantized com-
munication based distributed convex optimization,” IEEE Transactions
on Control of Network Systems, 2016.

[3] S. Liu, L. Xie, and H. Zhang, “Distributed consensus for multi-agent
systems with delays and noises in transmission channels,” Automatica,
vol. 47, no. 5, pp. 920–934, 2011.

[4] S. Liu, D. E. Quevedo, and L. Xie, “Eventtriggered distributed
constrained consensus,” International Journal of Robust and Nonlinear
Control, 2016.

[5] F. Pasqualetti, A. Bicchi, and F. Bullo, “Distributed intrusion detection
for secure consensus computations,” in Proceedings of the 46th IEEE
Conference on Decision and Control, 2007, pp. 5594–5599.

[6] A. Haseltalab and M. Akar, “Approximate byzantine consensus in
faulty asynchronous networks,” in Proceedings of the American Con-
trol Conference, 2015, pp. 1591–1596.

[7] Z. Feng, G. Hu, and G. Wen, “Distributed consensus tracking for
multiagent systems under two types of attacks,” International Journal
of Robust & Nonlinear Control, vol. 26, no. 5, pp. 896–918, 2016.

[8] H. J. LeBlanc, H. Zhang, X. Koutsoukos, and S. Sundaram, “Resilient
asymptotic consensus in robust networks,” IEEE Journal on Selected
Areas in Communications, vol. 31, no. 4, pp. 766–781, 2013.

[9] G. D. L. Torre, T. Yucelen, and J. D. Peterson, “Resilient networked
multiagent systems: A distributed adaptive control approachy,” in
Proceedings of the 53rd IEEE Conference on Decision and Control,
2014, pp. 5367–5372.

[10] Y. Wu, X. He, and S. Liu, “Resilient consensus for multi-agent systems
with quantized communication,” in Proceedings of the American
Control Conference, 2016, pp. 5136–5140.

[11] D. Ding, Z. Wang, D. W. C. Ho, and G. Wei, “Distributed recur-
sive filtering for stochastic systems under uniform quantizations and
deception attacks through sensor networks,” Automatica, vol. 78, pp.
231–240, 2017.

[12] H.-S. Ahn and Y. Q. Chen, “Iterative learning control for multiagent
formation,” in Proceedings of the ICROS-SICE International Joint
Conference, 2009, pp. 3111–3116.

[13] J. Li and J. Li, “Adaptive iterative learning control for coordination
of secondorder multiagent systems,” International Journal of Robust
& Nonlinear Control, vol. 24, no. 18, pp. 3282–3299, 2014.

[14] X. Jin, “Adaptive iterative learning control for high-order nonlinear
multi-agent systems consensus tracking,” Systems & Control Letters,
vol. 89, pp. 16–23, 2016.

[15] S. Yang, J.-X. Xu, and Q. Ren, “Multi-agent consensus tracking with
initial state error by iterative learning control,” in Proceedings of the
11th IEEE International Conference on Control & Automation, 2014,
pp. 625–630.

[16] D. Meng and Y. Jia, “Iterative learning approaches to design finite-
time consensus protocols for multi-agent systems,” Systems & Control
Letters, vol. 61, no. 1, pp. 187–194, 2012.

[17] D. Meng, Y. Jia, and J. Du, “Finite-time consensus protocols for net-
works of dynamic agents by terminal iterative learning,” International
Journal of Systems Science, vol. 45, no. 11, pp. 2435–2446, 2014.

[18] Y. Wu, X. He, S. Liu, and L. Xie, “Consensus of discrete-time multi-
agent systems with adversaries and time delays,” International Journal
of General Systems, vol. 43, no. 3-4, pp. 402–411, 2014.

[19] Y. Wu, X. He, S. Liu, and Z. Qin, “A secure finite-time consensus
scheme for multi-agent systems via terminal iterative learning,” in
Proceedings of the 35th Chinese Control Conference, 2016, pp. 8270–
8274.

1013



[20] W. Ren and R. W. Beard, “Consensus seeking in multiagent systems
under dynamically changing interaction topologies,” IEEE Transac-
tions on Automatic Control, vol. 50, no. 5, pp. 655–661, 2005.

[21] F. Xiao and L. Wang, “Consensus protocols for discrete-time multi-
agent systems with time-varying delays,” Automatica, vol. 44, no. 10,
pp. 2577–2582, 2008.

[22] C. Liu and F. Liu, “Stationary consensus of heterogeneous multi-agent
systems with bounded communication delays,” Automatica, vol. 47,
no. 9, pp. 2130–2133, 2011.

[23] J. Wolfowitz, “Products of indecomposable, aperiodic, stochastic ma-
trices,” Proceedings of the American Mathematical Society, vol. 14,
no. 5, pp. 733–737, 1963.

[24] Y. Liu, P. Ning, and M. K. Reiter, “False data injection attacks
against state estimation in electric power grids,” ACM Transactions
on Information and System Security, vol. 14, no. 1, p. 13, 2011.

[25] A. Jadbabaie, J. Lin, and A. S. Morse, “Coordination of groups
of mobile autonomous agents using nearest neighbor rules,” IEEE
Transactions on Automatic Control, vol. 48, no. 6, pp. 988–1001, 2003.

[26] R. A. Horn and C. R. Johnson, Matrix analysis. Cambridge University
Press, 2012.

1014



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize false
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <FEFF005500740069006c0069006300650020006500730074006100200063006f006e0066006900670075007200610063006900f3006e0020007000610072006100200063007200650061007200200064006f00630075006d0065006e0074006f0073002000640065002000410064006f00620065002000500044004600200061006400650063007500610064006f007300200070006100720061002000760069007300750061006c0069007a00610063006900f3006e0020006500200069006d0070007200650073006900f3006e00200064006500200063006f006e006600690061006e007a006100200064006500200064006f00630075006d0065006e0074006f007300200063006f006d00650072006300690061006c00650073002e002000530065002000700075006500640065006e00200061006200720069007200200064006f00630075006d0065006e0074006f00730020005000440046002000630072006500610064006f007300200063006f006e0020004100630072006f006200610074002c002000410064006f00620065002000520065006100640065007200200035002e003000200079002000760065007200730069006f006e0065007300200070006f00730074006500720069006f007200650073002e>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <FEFF30d330b830cd30b9658766f8306e8868793a304a3088307353705237306b90693057305f002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a3067306f30d530a930f330c8306e57cb30818fbc307f3092884c3044307e30593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400200073006f006d00200070006100730073006100720020006600f60072002000740069006c006c006600f60072006c00690074006c006900670020007600690073006e0069006e00670020006f006300680020007500740073006b007200690066007400650072002000610076002000610066006600e4007200730064006f006b0075006d0065006e0074002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>
    /ENU (Use these settings to create PDFs that match the "Required"  settings for PDF Specification 4.01)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice




